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Cybersecurity Position 
  
 
Basler Electric is committed to the security of our products and we have implemented many 
processes and services that allow our Customers to be in compliance with regulatory 
requirements. 
 
This commitment includes our continuous monitoring of industry standards for communications 
security and how they apply to our products. Industry standards include those as defined by 
North America Electric Reliability Corporation (NERC) Critical Infrastructure Protection (CIP). 
Basler Electric is committed to our Customers and facilitating their compliance with these 
industry standards. We continue aggressive cybersecurity developments including efforts for 
strong passwords, notification of product changes that impact security, and the support of 
periodic password changes. Basler Electric cybersecurity improvement efforts extend beyond 
the product level. We provide online services that inform our Customers monthly of any 
firmware or software updates. Once an online account is created, the user can elect to have 
monthly notifications of changes to firmware/software that may impact security. We also provide 
a history of changes to our products that may impact security. 
 
Basler Electric has an ongoing process for continuous product improvement in support of 
cybersecurity. We are committed to providing our Customers with the highest quality products 
and services on the market today. Please contact us directly (+618-654-2341 / 
info@basler.com) if you should have questions regarding the cybersecurity of Basler Electric 
products. 
 
Sincerely, 

 
Tom Harnetiaux  
Vice President of Sales and Marketing 


